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Secure Systems Design
IRIS (Integrating Requirements and Information 
Security) is a framework for usable secure systems 

design.
This framework incorporates:
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The combination of tangible and intangible factors 
within an organisation's culture and its subcultures.

Security Culture

A system which is secure and usable in one culture may not be in an another.

A conceptual model of Security Culture can provide guidelines for informing secure systems design.
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